
Service Management
Our Journey Towards Supporting Digital Service 

Delivery
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Introductions

Welcome from down east!

Your host:
Tracy Fiander Trask



Agenda

Digital in NS

The Story of our CMDB and Reporting 

Service Design and Support

Q&A

Introducing Nova Scotia

Major Incident



• Home of
- Melmerby Beach
- Hockey and Sidney 

Crosby
- Peggy’s Cove
- The Blue Nose
- George Canyon
- Cabot Links

Snapshot of Nova Scotia



• Serving ~960,000 citizens
• 40,000 internal clients

Snapshot of Nova Scotia



48,396

Computers

9572

Mobile Devices

42,352

Active Users

59,894

Email Accounts

Asset Management in Nova Scotia 



242,178

Calls Answered

24,965

Emails Received

124,007

Self Service

Client Service in Nova Scotia 
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Digital Government

• In the past five years, the Province of 
Nova Scotia has grown its digital 
footprint focusing on:
• Designing and delivering 

Government Services with a 
citizen/user focus

• Client focused user experience
• Open Data 
• Cloud adoption

Our Service Management Practice is 
evolving ….



What do we mean 
by Digital?





It means doing things differently

Not

But

1
1



Online Dealer Service (from this…) 1
2



1
3

Online Dealer Service (to this)



Ticket Lottery Permit (from this…) 1
4



1
5

Ticket Lottery Permit (to this…)



What does Digital 
Mean for ITSM?



We are using data 
to build from where 
we are today.
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Service Management Ecosystem

Service Management Processes 
§ Incident Management (all tiers)
§ Request Fulfilment  (all tiers)
§ Change Management
§ Service Catalogue Management 
§ Knowledge Management
§ Problem Management
§ Service Level Management
§ Service Asset and Configuration Management

Technical Solutions
§ Axios assyst
§ Avaya Aura
§ assystReset

Channels
§ Phone
§ Self Service
§ Mobile
§ Email

Health Sector GDOs Other Entities

CLIENTS

E
N
T
E
R
P
R
I
S
E

Engagement, Communications, and Training

Our Current Footprint
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Taking Stock 

• In the Spring 2018, we did an assessment of 
our ability to:
• Respond and report on our transforming 

service environment
• Report to our stakeholders
• Report on Service Level Agreements 

with clients
• Provide strong data to our operational 

managers



Data Analytics Capability & Maturity Levels 
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We are 
here

Next 
Step: 

Move to 
here

Reporting Capability
But we 
need to 
be here!

Or Here!
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Deep Dive into Our Data

• How does our data quality look?
• We know we had to compromise data quality to 

get implemented
• Our CMDB was less than perfect.  Could we save 

our CMDB?
• What tools do we need for impactful reporting?
• What do our clients need vs want?
• Do we have the right skill set?



Debunking our CMDB?

• Changing language from 
Configuration 
Management Database 
(CMDB) to a Decision 
Support tool

• We figured out it is real…
• We did a complete 

redesign in the Summer 
of 2019



Component of the application 
portfolio including government 
and NSHA/IWK

Application Data

IT Service Continuity RTO and 
RPO

Disaster Recovery

SMEs for each application, 
mapping applications and 
servers to impacted clients 

Data required for Major 
Incident

IT Asset Management to track 
government IT assets

Asset Management

The State of our Data
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Assessed Skill Sets for the Team

Process Ownership
• Incident
• Change
• Service portfolio 

and reporting
• Major Incident
• Problem
• Audit
• Etc.

Administration
• Axios assyst
• ODCC

Service Delivery/ 
Integration
• Escalations
• Asset/Application and 

ticket data
• Performance Reporting



Just Start!



Client

Email

Phone

Other

Government Channel - Ticket Creation

Self service/
Mobile

O
PE

RA
TI

N
AL

 C
O

ST

15/16*

38%

41%

21%

NA

16/17

9%

42%

7%

42%

17/18

6 %

43%

4%

47%

18/19

5%

44%

3%

48%



Client

Email

Phone

Other

Health Channel - Ticket Creation

Self service/
Mobile

O
PE

RA
TI

N
AL

 C
O

ST

17/18

2 %

65%

8%

25%

18/19

3%

60%

7%

30%

~ 1100 calls per day

High password reset
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Process Owner (across sectors)

As process owner, ESM is 
responsible for:
• managing and overseeing 

the objectives and 
performance of a process
through Key Performance 
Indicators (KPI). 

• Has the authority to make 
required changes related 
to achieving process
objectives



Incident Management*
Request Fulfillment
Change Management*
Major Incident*
Knowledge Management
IT Asset Management*
Service Level Management*
Change Management*
Problem Management*
*Processes with frequent audits

29

Process Owner (across sectors)
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Solid process design and data is allowing us to recognize and drive 
value from our Service Management Processes.  Each process feeds 
into the next – For example….

Process Integration

Incident

• First indication we have an issue or an event for either 
government or NSHA/IWK

Change 
Management

• Ensuring changes to our environment are reviewed 
for risk as well as scheduling

Major 
Incident

• Event with a significant impact for the organization
• Automated communication process to trigger actions

Problem

• Root Cause Analysis
• One or more incidents for the same service



Portfolio

Service 
Definition

Service Portfolio and Ownership

Department 
Service 

Portfolio

ICTS 
Services 
for BRDs

Major Projects 
(O365, 

Dynamics)

Assyst 
Req’mts & 
Offerings

HR Entities

Service 
Support 
Models

Governance

Processes

Tools

Service Portfolio and Ownership

Client Reporting



Click to edit Master title style
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Ac
co

un
ts

 a
nd

 A
cc

es
s •Active Directory 

Administration (E)
•Application Access (B)
•Identity Management (E)
•Internet Site Access (B)
•Network Accounts (B)
•Networking and Wi-Fi 

Hardware (B)
•Nova Scotia Login Service 

(E)
•Onboarding/ Offboarding 

(B)
•Public Key Infrastructure 

Management (E)
•Remote Access (B)
•Shared Folder Access (B)

Co
m

m
un

ic
at

io
ns

 a
nd

 
Co

lla
bo

ra
tio

n •Collaboration (SharePoint) 
(B)

•Desk Phones/Land Lines (B)
•Digital Signage (B)
•Email (B)
•Mobile Phones and Devices 

(B)
•O365 Administration (E)
•Personal Drive (One Drive) 

(B)
•Self-Supported Applications 

(E?)
•Skype for Business (B)
•Video Conferencing (B)
•Web Application (B)

Ap
pl

ic
at

io
ns

 a
nd

 
So

ft
w

ar
e •Application Development 

(B)
•Application Help/Training 

(B)
•Application Reporting/Data 

Analysis (B)
•Application Specific Actions 

(B)
•Desktop Software (B)
•SAP ERP Environment (B)

Co
m

pu
te

rs
 a

nd
 P

rin
te

rs •Computers and Accessories 
(B)

•Non-standard Hardware (B)
•Printers and Scanning (B)

St
ra

te
gy

, D
es

ig
n 

an
d 

Tr
an

sf
or

m
at

io
n •Architecture and 

Design (E)
•Business Analysis (E)
•Business Continuity 

and Disaster 
Recovery (E)

•Business Relationship 
Management (E)

•Change Management 
(E)

•Program/Project 
Management (E)

Cl
ie

nt
 S

er
vi

ce
s •Contact Centre (B)

•Enterprise Service 
Management (E)

•IT Asset Management 
(E?)

•IT Procurement and 
Contract 
Management (E)

•IT Service Desk (E)
•Postal Services (B)
•Queen’s Printer (B)

En
te

rp
ris

e 
In

fo
rm

at
io

n 
M

an
ag

em
en

t •Geographic 
Information Services 
(B?)

•Information Access 
(B)

•Privacy (B)
•Records Management 

(E?)

Cy
be

rs
ec

ur
ity

 a
nd

 R
is

k 
M

an
ag

em
en

t •Antispam for email 
(Health only) (E)

•Compliance reporting 
(E)

•Cyber security 
incident management 
(non-clinical data and 
systems) (E)

•Cyber security 
monitoring and 
notifications (E)

•Endpoint anti-
malware 
manassessment 
tool/framework (E)

•Vulnerability scanning  
(E)

Te
ch

no
lo

gy
 M

an
ag

em
en

t •Applications (E)
•Data Recovery (B)
•Databases (E)
•Facilities (E)
•Integration and 
Interfaces (E)

•Networks (E)
•Servers (E)
•Storage (E)

Service Categories



• Ensure clients experience seamless 
support for their business solutions 

• Delivery expectations are 
understood between clients and 
ICTS

• Citizens have a clear path to IT 
support

• Clear door into ICTS without 
wondering who to call

• Prompt response as everyone 
knows roles and responsibilities

• Clear expectation of service 
response timing

Standardized Support Models
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Controls Around Our Technical Environment
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0
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in 2019
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IT Changes
Government NSHA/IWK 2019

Very 
mature 
process



• Point in time reporting
• Aimed at management decision 

making and client communications
• Used to do monthly reports for our 

clients
• Pulse check 
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Executive Reporting



• INSERT SLIDE ON OPERATIONAL REPORTING
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Executive Reporting



• INSERT SLIDE ON OPERATIONAL REPORTING
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Executive Reporting



• INSERT SLIDE ON OPERATIONAL REPORTING
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Executive Reporting



• Real time data
• Allows managers to work with their 

teams to manage workload
• Identifies gaps in our processes for 

continual service improvement

39

Operational Reporting
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Operational Reporting



SLA Overall Compliance
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Operational Reporting



A major incident is defined as an event that has 
significant impact or urgency for the business/ 
organization and which demands a response 
beyond the routine incident management process.

This includes:
• Interruption to a business critical service
• Degradation to a business critical service 
• Increased risk to a business critical service

Major Incident



69

47

54

0 10 20 30 40 50 60 70 80

May 1, 2016 to May 1, 2017

May 1, 2017 to May 1, 2018

May 1, 2018 to May 1, 2019

Trends
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CTV News

Putting MI to the Test

CTV News



• 23 MI’s in 72 Hours
• Challenges in 

communications
• Tired employees
• Health system 

under incredible 
stress

45

CTV News

Hurricane Dorian
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CTV News

MI’s During Hurricane Dorian

• 23 MI’s resolved in 
72 hours

• Process stood up 
under stress

• We learned from 
our data and knew 
our strengths and 
where we needed 
supports
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In a Perfect World

• In 2015, we would have:
• Developed our CMDB Strategy before entering the first 

data point
• Populated our CMDB in a more purposeful way; only 

entering data required for Service Management 
purposes

• Defined our services upfront so that our platform design 
allowed for easy reporting at the service level

• Better understood our reporting requirements and the 
strengths and limitations in our tool

• Communicated over and over about the need for quality 
data



Today

2019/20

Process 
Automation

Service Portfolio

Client Service 
Index 

2020/21

Mature Processes

Value from 
Data/Reporting

Service Delivery

Automated 
Attendant

Universal 
CMDB

2021/22
Cloud 

Adoption

ESM Roadmap



For further information on:
Enterprise Service Management, Tracy.Fiandertrask@novascotia.ca
Digital Services, Arlene.Williams@novascotia.ca
Reporting, Colin.Andrews@novascotia.ca
Department of Service Nova Scotia & Internal Services

mailto:arlene.Williams@novascotia.ca

